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BACKGROUND
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SEBI has issued necessary directives vide circulars (rom time to time. covering issues relate

to Know Your Client (KYC) norms. Anti-Money Laundering (AMI.). Client Due Diligence
(CDD) and Combating Financing of Terrorism (CFT). The Prevention of Money Laundering
Act, 2002 (the "PMLAT) has been brought into force with effect from 1st July 2005 by the
Department of Revenue, Ministry of Finance, and Government of India. The Directives given

by SEBI are intended for the use primarily by intermediaries registered under Section 12 of
the SEBI act 1992.

The overriding prineiple is that the intermediaries should be able to satisfy themselves that
the measures taken by them are adequate. appropriate and abide by the spirit of such
measures and the requirements as censhrined in the PMIA. The BN las been Rurfhen
amended vide notification dated March 06, 2009 and inter alig provides that viol
prohibitions on manipulative and deceptive devices. insider
acquisition of securities or control as preseribed in Section 12

ating the
trading and substantial

Aread with Section 24 of the
SEBI Act 1992 will now be treated as a scheduled offence under Schedule B of PMLA.

On July 04. 2018 a master circular no  SEBI/ [()/MIRSD/D()SMC‘IR/P/z()| sl
consolidating all the requirements/ instructions has been issued by SEBI which supersedes all
the earlier circulars. As per the provisions of the PMLA . every Bankini aripang, Haanoia]
institution (which includes chit fund company, a co-operative Tl
institution and a non-banking financial company) anc'l intermediary (which includes a N
broker. sub broker, share transfer agent. bankg to an issue. trustee to a trust deed.
an issue. asset management company. depository participant, merchant banker. underwriter.
portfolio manager, investment adviser szd any olhul‘rl mterme@aw associated with securities
market and registered under section 12 of the Securmc.s and Exchange Boarc‘j Ol‘_lndia (SEBI)
Act. 1992) shall have to adhere to client accs)unl‘opemng procedure.and maintain a i'eC()ltd“of‘
all such transactions: the nature and value of which has been preseribed in the Rules notified
under the PMLA. Such transactions include:

registrar to

y all cash (ransactions ol the value ol more than Rs. 10.00.000/- (Rupees Ten Lakhs only) or
(a) all cat ansaction:
its equivalent in foreign currency

Il series of cash transactions integrally connected to each other which have been valued
e iRL 10.00,000/- (Rupees Ten Lakhs only) or its equivalent in foreign currency where
bEI(l)Wserfe.s 01; trénsactions take place within one calendar month and the aggregate value of
such
such transactions exceeds Rs. 10.00.000/- (Rupees Ten Lakhs only) and

(¢) all suspicious transactions whether or not made in cash and including inter alia credits ot
i k as de acc security sount
debits into from any non-monetary account such as demat account. security acc
e '-
maintained by the registered intermediary.
o * - . ~ 4 ~ Y - < ¥ - s .l

I however. be clarified that for the purpose of suspicious transactions tf,pmtm§. a};m“
t may. ho or, ) I S ied o velatad ek
fi d‘t \nsactions integrally connected’. “transactions remotely connected or relat g
rom “trans S grally
also be considered.

; Cin order to incorporate further directives that SEBI may
Thi icy wi + subjec hanees in order to ncorpora
I'his policy will be subject to chang

give vide its circulars on PMIL.A. from time to tim



The Company has resolved that it would, as an internal Policy. take adequate measures to
prevent money laundering and shall put in place a frame-work to repqrt suspicious
ransactions to FIU as per the guidelines of PMLA Rules. 2002 and as prescribed by SEBI
vide its Circular No. SEBI/HO/MIRSD/DOS3/CIR/P/2018/104 dated July 04. 2018.

Compliance team review & update this policy on time to time basis based on the circular
(' % © . . . . - rye . .

issued by regulator in consultation with Principal Officer. These policies and procedures
ipply Lo all employees of the Company and are to be read in conjunction with the existing
appl ¢ i ’

guidelines.

OBLIGATION TO ESTABLISH POLICIES AND PROCEDURES

Global measures taken to combat drug trafficking. terrorism and other organized and serious
crimes have all emphasized the need for financial institutions, including securities market
intermediaries. to establish internal procedures that effectively serve to prevent and impede
money laundering and terrorist financing. The PMLA is in line with these measures and
mandates that all intermediaries ensure the fulfilment of the aforementioned obligations. To
be in compliance with these obligations. the senior management of a registered intermediary
shall be fully committed to establishing appropriate policies and procedures for the
prevention of ML and TF and censuring their effectiveness and compliance with all relevant
legal and regulatory requirements. The Registered Intermediarics shall:

(a) Issuc a statement of policies and procedures. on a group basis where
applicable. for dealing with ML and T reflecting the current statutory and
regulatory requirements:

(b) Ensure that the content of these Directives are understood by all staff
members;
(c) Regularly review the policies and procedures on the prevention of ML and

TF to ensure their effectiveness. Further, in order to ensure the
effectiveness of policies and procedures. the person doing such a review
shall be different from the one who has framed such policies and

procedures:

(d) Adopt client acceptance policies and procedures which are sensitive to the
risk of ML and TF:

(e) Undertake client due diligence ("CDD™) measures to an extent that is

sensitive 1o the risk of MI. and TF depending on the type of client.
business relationship or transaction:

(N HMave asystem in place for identily ing. monitoring and reporting suspected
ML or TT transactions to the law enforcement authorities: and

(g) Develop stafl’ member’s awareness and vigilance to guard against ML and
TF

CUSTOMER DUE DILIGENCE

Obtaining sufficient information in order to identify persons who beneficially own or control
the securities account. Whenever it is apparent that the sccurities acquired or maintained
through an account are beneficially owned by a party other than the client. that party shall
be identified using client identification and verification procedures.
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guidelines.

OBLIGATION TO ESTABLISH POLIC‘I‘F,S'AND PRQCEDURES : .
Global measures taken to combat drug trafficking. terrorlsm. and other c.)rgamzed.a.nd serious
crimes have all emphasized the need for financial institutions, including securities market
intermediaries. to establish internal procedures that effectively serve to prevent and impede
money laundering and terrorist financing. The PMLA is in line with these measures and
mand;ncs that all intermediaries cnsure the fulfilment of the aforementioned obligations. To
be in compliance with these obligations. the senior management of a registered intermediary
shall be fully committed o establishing appropriate policics and procedures for the
prevention of ML and TF and ensuring their effectiveness and compliance with all relevant
legal and regulatory requirements. The Registered Intermediaries shall:

(a) Issue a statement of policies and procedures. on a group basis where
applicable. for dealing with ML and 1" reflecting the current statutory and
regulatory requirements:

(b) Ensure that the content of these Directives are understood by all staff
members;
(c) Regularly review the policies and procedures on the prevention of ML and

TF to ensure their effectiveness. Further, in order to ensure the
cffectiveness of policies and procedures. the person doing such a review
shall be different from the one who has framed such policies and

procedures:

(d) Adopt client acceptance policies and procedures which are sensitive to the
risk of ML and TF:

(e) Undertake client due diligence (“CDD™) measures to an extent that is

sensitive to the risk of ML and TF depending on the type of client.
business relationship or transaction:

(1 Have asystem in place for identify ing. monitoring and reporting suspected
ML or TI- transactions to the law enlorcement authorities: and

(2) Develop stafl’ member’s awareness and vigilance to guard against ML and
TF

CUSTOMER DUE DILIGENCE

Obtaining sufficient information in order to identify persons who beneficially own or control
the securities account. Whenever it is apparent that the sccurities acquired or maintained
through an account are beneficially owned by a party other than the client. that party shall
be identified using client identification and verification procedures.




vi.  Government and

vii.  the letter issued by the National Population Register containing details
viii. ol name. address. or any other document as notified by the ('crm'nl
ix.  Government in consultation with the Regulator.
) PML Rules allows an investor to submit other OVD instead of PAN. however. in

terms of SEBI circular MRD/DOP/Cir- 05/2007 dated April 27. 2007 the
requirement of mandatory submission of PAN by the investors for transaction in
the securities market shall continue to apply.

d) The RI shall forward the KYC completion intimation letter through registered
post/ speed post or courier. to the address of the investor in cases w!;ere the
investor has given address other than as given in the OVD. In such cases of return
of the intimation letter for wrong / incorrect address. addressee not available etc..
no transactions shall be allowed in such account and intimation shall also sent to
the Stock Exchange and Depository.

¢) Documentation requirements and other information to be collected in respect of
different classes of clients depending on the pereeived risk and having regard to
the requirements of Rule 9 of the PMI. Rules. Directives and )

3] Circulars issued by SEBI from time to time.

2) False / incorrect identification of documents

h) Client should remain present for registration personally

i) Compliance with guidelines issued by various regulators such as SEBI. FIU. RBI
elc.

i) Establishing identity of the client. verification of addresses. phone numbers and
other details.

k) Obtaining sufficient information in order to identify persons who beneficially own

or control the trading account. Whenever it is apparent that the securities acquired
or maintained through an account are beneficially owned by entity other than the
client

1 Verification of the genuineness of the PAN provided by the client such as
comparing with original

m) Verify the identity of the beneficial owner of the client and/or the person on whose
behall a transaction is being conducted. corroborating the information provided in
relation to (c):

n) The CDD process shall necessarily be revisited when there are suspicions of
money laundering or financing of terrorism (ML/FT).

PAN, CHECKING DETAILS ON THE INCOME TAX WEBSITE ETC

a) Checking original documents before accepting a copy.

b) Asking for any additional information as deemed fit on case to case basis to
satisfy about the Genuineness and financial standing of the client.

c) Whether the client has any criminal background. whether he has been at any point

of time been associated in any civil or criminal procecdings anywhere.

d) Checking whether at any point of time he has been banned from trading in the
stock market. And

¢) In all other cases. verify identity while carrying out:



AAL has to put in place parameters to categories the clients into high. medium and low risk
clients. Given below are the parameters for risk categorization of clients:

High Risk Clients:

The sub brokers/officials ol the company may apph Cl'll'l'd]'l\.'i..'(.-i due t.llhigcm:c measures I‘mscd
on the risk assessment. thereby requiring intensive “duc diligence’ for higher risk clients,
especially those for whom the sources of funds are not clear. The examples of clients
requiring higher due diligence may include:

e Non Resident Indians. High Net worth Individuals

e Trust. Charities. NGOs and organizations receiving donations. Politically Exposed
Persons of foreign origin.

e Firms with "Sleeping Partners’

e Current and former head of state. high profile politicians and connected persons
(immediate family. close advisors and companies in which such individuals have
interest or significant influence.)

e Companics ollering foreign exchange offerings. Clients in high risk countries.

e Non face to lace customers.

e Clients with dubious reputation as per public information available cte having
Criminal backgrounds.

We do following additional due diligence with respect to high and medium risk clients as
compare to low risk clients.

Approval of management required at the time of opening of such high risk/ medium risk
account.

Trading pattern is observed ongoing basis.

[ixtra due diligence are carried out while accepting fund and securities from such high risk/
medium risk account.

Annual financial updation letiers are obtained from clients

[n case if the client falls under SEBI debarred list afier registration necessary action taken as
per our PMLA policy.

We also check the income of the client vis-a-vis the trading pattern and its turnover.

Medium Risk Clients:

Clients that are likely to pose a higher than average risk to the company may be categorized
as medium or high risk depending on client’s trading preference, client’s background, nature
and location of activity. country of origin. sources of funds and his client profile etc: such as:

. Person who execute trades in F&O segment of the Iixchange are termed as Medium
risk Clients.

Persons in business/industry or trading activity where the arca of his residence or
place of business has a scope or history of unlawlul trading/business activity.




Procedure for unfreezing of funds, financial assets or economic resources or related
services of individuals/entities inadvertently affected by the freezing mechanism upon
verification that the person or entity is not a designated person

Any individual or entity. if it has evidence to prove that the freezing of funds. financial assets
or economic resources or related services. owned/held by them has been inadvertently frozen.
shall move an application giving the requisite evidence. in writing. to the conccrn—cd stock
exchanges/depositories and registered intermediaries. The stock cxrchmmcs/dc:posi[oric;, and
registered intermediaries shall inform and forward a copy of the appiicali;n together with full
details of the asset frozen given by any individual or entity informing of the funds. fi :
assets or economic resources or related services have been i'rn/.cnlilll::d(\"i:IIEHIIL\I'MJ::‘1f::z::::ﬁ:
officer of IS-I Division of MHA as per the contact details given in paraura{)h 5(ii) abO\ic
within two working days. The Joint Secretary (IS-I), MHA, being the nodf;l officer for (IS])
Division of MHA, shall cause such verification as may be required on the basis of the
evidence furnished by the individual/entity and if he is satisfied. he shall pass an order. within
fifteen working days, unfreezing the funds. financial assets or economic resources or related
services. owned/held by such applicant under intimation to the concerned stock exchanges.
depositories and registered intermediaries. However. if it is not possible for any reason to
pass an order unfreezing the assets within fifteen working Days. the nodal officer of 1S-]
Division shall inform the applicant.

CLIENT IDENTIFICATION PROCEDURE

The KYC policy shall clearly spell out the client identification procedure to be carried out at
different stages i.c. while establishing the intermediary - client relationship. while carrying
out transactions for the client or when the intermediary has doubts regarding the veracity or
the adequacy of previously obtained client identification data.

Following requirements while putting in place a Client [dentification Procedure (CIP)

a. Appropriate risk management systems to determine whether their client or potential client
or the beneficial owner of such client is a politically exposed person. Such procedures
shall include seeking relevant information from the client. referring to publicly available
information or accessing the commercial electronic databases of PEPS. Further. the
enhanced CDD measures as outlined shall also be applicable where the beneficial owner
of a clientis a PEP.

b. Required to obtain senior management approval for establishing business relationships
with PL:Ps. Where a client has been accepted and the client or beneficial owner is
subsequently found to be. or subsequently becomes a PER registered intermediary shall
obtain senior management approval to continue the business relationship.

c. Also take reasonable measures to verify the sources of funds as well as the wealth of
clients and beneficial owners identified as PEP™.

d. The client shall be identified by using reliable sources including documents/ information.
The intermediary shall obtain adequate information to satisfactorily establish the identity
of each new client and the purpose of the intended nature of the relationship.

e. The information must be adequate enough to satisfy competent authorities (regulatory /
enforcement authorities) in future that due diligence was observed by the intermediary in




ownership.

il I:xemption in case of Listed Companies:

Where the client or the owner of the controlling interest is a company listed on a stock
exchange. or is a majority-owned subsidiary of such a company, it is not necessary to identify
aind \’Clri’f\’ the identity of any shareholder or beneficial owner of such companies.

Y Applicability for Foreign Investors:

In casc ol foreign investors” viz.. Foreign lnslilulinna_l -in\g"slm's..Suh /\cc?un[s 'dl.'ld Qu:aliﬂcd
Foreign Investors. may be guided by the ‘clanhcallons ls:%‘ucd .v'ldc. S[:.B‘I C1r<iullar
CIR/MIRSD/11/2012 dated September 5. 2012, for the purpose of identification of beneficial
ownership ol the client which clarifies that:

A. Though it is not mandatory. the intermediaries shall carry out due diligence as per
the PMIA and SEBI Master Circular on AMIabout the financial position of the
[Foreign Investors.

B. List of beneficial owners with shareholding or beneficial interest in the client
equal to or above 25% to be obtained. If Global Custodian /Local Custodian
provide an undertaking to submit these details, then intermediary may take such
undertaking only. Any change in the list to be obtained based on risk profile of the
client.

RECORD KEEPING

We shall ensure compliance with the record keeping requirements contained in the. SEBI Act.
1992. Rules and Regulations made there-under. PMILA as well as other relevant legislation.
Rules. Regulations. Bye-laws and Circulars.

All documents & records which are suflicient o permit reconstruction of individual
transactions (including the amounts and types ol currencies involved. it any) so as to provide.
il necessary, evidence for prosecution of criminal behaviour shall be maintained.

If there is any laundered money or terrorist property, we shall retain the following
information for the accounts of clients in order to maintain a satisfactory audit trail to
facilitate the investigating authorities:

a. the beneficial owner of the account:
b. the volume of the funds fTowing through the account: and
e. for selected transactions: the origin of the funds: the form in which the funds were

offered etc.

Ensure that all client and transaction records and information are available on a timely basis
to the competent investigating authorities. Where required by the investigating authority. they
should retain certain records. .o client identilication. account  files. and  business
correspondence. for periods which may exceed those required under the SEBT Act. Rules and
Regulations framed there-under PMLAL other relevant legislations. Rules and Regulations or
bye-laws or circulars,

Any other person having ultimate control over trust through chain of control or
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Ensuring that all the operating and management staff fully understands their
responsibilities under PMLA for strict adherence to customer due diligence
requirements from establishment of new accounts to transaction monitoring and
reporting suspicious transactions to the FIU.

Organizing suitable training programs wherever required for new staff. front-line
staff, supervisory staff, etc.

(93]

EMPLOYEES’ HIRING/EMPLOYEE'S TRAINING/ INVESTOR EDUCATION

lo ensure that the adequate sereening procedures in place o high standards when hiring
employees. To identify the kev positions within own organization structures having regard 1;»
the risk of money laundering and terrorist financing and the size ol their business Zindhensure
the employees taking up such key positions are suitable and competent to perform their
duties.

INVESTORS EDUCATION

Certain information from investors which may be of personal nature or has either to never
been called for. Such information can include documents evidencing source of funds/income
tax returns/bank records etc. This can sometimes lead to raising of questions by the client
with regard to the motive and purpose of collecting such information. There is, therefore. a
need to sensitize clients about these requirements as the ones emanating from AML and CFT
framework. Preparation of specific literature/ pamphlets ete. to educate the client is the object
ol the AML/CET programme.

INDEPENDENT VERIFICATION OF CLIENTS UNDERTAKEN DURING CLIENT
ACCEPTANCE

The documents are independently verified at the time of client on boarding. Further the in-
person verification of clients is also conducted by the persons as defined by the regulatory
bodies.

RISK ASSESSMENT

We have additionally carried out risk assessment 1o identify. assess and take effective
measures to mitigate its money laundering and terrorist financing risk with respeet o its
clients. countries or geographical arcas. nature and volume of transactions. payment methods
used by clients. ete. The risk assessment shall also take into account any country specific
information that is circulated by the Government of India and SEBI from time to time. as
well as. the updated list of individuals and entities who are subjected to sanction measures as
required under the various United Nations' Security Council Resolutions and accessed at
http://www.un.org/sc/committees/1 267/aq_sanctions_list.shtml and
http://\,\'ww.un.org/sc/commillccxx’l98&‘1&51.5!11!111).

The risk assessment carried out shall consider all the relevant risk factors before determining
the level of overall risk and the appropriate level and type of mitigation to be applied. The



Provided that the clients. eligible to be enrolled for Aadhar, already having an
account-based relationship prior to Tst June. 2017. the client shall submit the Aadhar
re «

number by 31st March. 2018.

In case the client fails 1o submit the Aadhar number within the aforesaid six months

period. the said account shall ccase to be operational till the time the Aadhar number
criod. : :

is submitted by the client:

Provided that in case client already ha‘\fi.ng an accpunt-based relationship with
reporting entities prior to st June. 2017 fails to submlt‘the A:a.dhar n.umber by 31st
March. 20187+, the said account shall cease to be operational till the time the Aadhar
aumber is submitted by the client.

In case the identity information relating to the Aadhar number does not have current
address of the client. the client shall submit an officially valid document.

« 1 Vide Notification No. 10/2017/F. No. P.12011/11/2016-ES Cell-DoR : the Central
Government notilies the 31st March. 2018 or six months from the date of
commencement of account based relationship by the client. whichever is later. as the
date of submission of the Aadhar Number by the clients to the reporting entity.

IMPLEMENTATION AND REVIEW OF AML POLICY

This policy shall come into effect from the date of approval of the Board of Directors of the
company for its implementation. The AML Policy shall be reviewed and assessed annually by
the company. However, changes in the operation and implementation of the new circulars
will be effected as and when they are issued by respective authorities.

AML RECORD KEEPING

a. Star Maintenance and Confidentiality

We will hold STRs and any supporting documentation confidential. We will not inform
anyone outside of a law enforcement or regulatory agency or securities regulator about a
STR. We will refuse any requests for STR information and immediately tell FIU IND of
any such request we receive. We will segregate STR filings and copies ol supporting
documentation from other firm books and records to avoid disclosing STR filings. Our
Principal Officer will handle all requests or other requests for STRs.

b. Responsibility for AML Records and STR Filing

Principal Officer will be responsible to ensure that AML records are maintained properly
and that STRs are filed as required.

¢. Records Required

As part o our AML. program. our company will create and maintain STRs and CTRs and
relevant documentation on customer identity and verification. We will maintain STRs
and their accompanying documentation for at least five years.
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_The Gui'del‘mes laid down the minimum requirements and it was emphasised that the
intermediaries may. according to their requirements. specify additional disclosures to be
made by chcnts' to address concerns of Money Laundering and suspicious transactions
undertaken by clients.

MONEY LAUNDERING
Money laundering is the process by which criminals attempt to hide and disouise the true
origin and ownership of the proceeds of their criminal/illegal activities. The :CI‘I]1 “Mon

d ow ; . | _ o 55 ey
lLaundering™ is also used in relation to the linancing of terrorist activity j

o 5 g X ; ) (where the funds
may. or may not. originate from crime). It is a process ol making dirty money clean. M
. b ) an. Money

is moved around the financial system again and again in such manner that its origin eet
; ; _— , $ origin gets
hidden. Money generated from illegitimate source is converted into that derived I';on

;s ‘om
legitimate source.

Th(? PMLA statfes tha"c “Whosoeve:: directly or indirectly attempts to indulge or knowingly
assists or knowingly is a party or is actually involved in any process or activity C(‘»nncczcd
proceeds of crime including its concealment. possession. acquisition or use and |;mjcqim, OF
claiming it as untainted property shall be guilty of offence of money-laundering.” ‘Failurz ty
understand and deal with money laundering can lead to significant (a) Regulatory risk (b)
Reputation risk (c) Litigation risk and d) Operational risk.

FINANCIAL INTELLIGENCE UNIT (FIU) = INDIA

The government off India set up Financial Intelligence Unit (FIU-INDIA) on November 18.
2004. as an independent body to report directly to the Lconomic Intelligence Council (EIC)
headed by the Finance Minister. FIU-INDIA has been established as the central national
agency responsible for receiving. processing. analysing. and disseminating information
relating to suspect financial transactions. FIU-IND is also responsible for coordination and
stretching efforts of national and international intelligence and enforcement agencies in
pursuing the global efforts against money laundering and related crimes.

OBJECTIVE ‘
The objective of this policy s to:

4 Create awareness and provide clarity on KYC standards and AML measures:
b. To prevent company from being used. intentionally or unintentionally. by criminal

ats for money laundering actix ies:

cleme
c. To have a proper Customer Due Diligence (CDD) process belore registering clients.
d. To monitor and report suspicious transactions:
. To monitor / maintain records of all cash transactions of the value of more than Rs.

10.00,000/- (Rupees Ten LLakhs only):
f To monitor / maintain records of all series of integrally connected cash transactions

within one calendar month.
g. To discourage and identify money laundering or terrorist linancing activities.
h. To take adequate and appropriate measures to follow the spirit of the PMLA.

VISION



he benelicial owner is the natural person Or persons who ultimately own. control or
1 benelicie c i P _
influence a client and/or persons on whose behalf a transaction is being conducted. It also
influence ¢

- ates those persons who exercise ultimate effective control over a legal person or
incorporates

arrangement.

sl istered intermediary shall adopt written procedures to implement the anti money
SaNEs regls 5 ¥ .
l_aud . provisions as envisaged under the PMLA. Such procedures shall include interalia.
g ering = p e .

l;lunf 4 ~hi} three specific parameters which are related to the overall *Client Due Diligence
the following

PROCESS:
a Policy for acceptance of clients
b ' i 1Hvi e .
b procedure for identilyimg the clients
| ransaction monitoring and reporting especially Suspicious.
C. < .

Conduct ongoing due diligence and scrutiny. i.c. l’crl'un.n ungloing scrutiny of the U'unsuctfons
and accuunfthmug_houl the course of the business relationship to ensure that tllF trans.aclmns
cbe;ng conducted are consistent with the registered intermediary’s knov:-'lcdége of the cl{c?l. its
business and risk profile. taking into acco.unl. where necessary. the client’s solur?e of t.unds:‘
and Registered intermediaries shall periodically Llpda\tc all documents. data or information of
all clients and heneficial owners collected under the CDD process.

1 NEW CUSTOMER ACCEPTANCE PROCEDURES ADOPTED INCLUDE
FOLLOWING PROCESSES:

An updated list of individuals and entities which are subject to various sanction measures
such as freczing of asscts/accounts. denial of financial services ete.. as approved by Security
Council Committee established  pursuant to various United Nations' Security  Council
Resolutions  (UNSCRs)  Can be accessed in the United Nations website at
hup;//wwu.un.orgﬁsc/commillecs/l267/consolisl.htm]. Before opening any new account. it
will be ensured that the name/s of the proposed customer does not appear in the list. Further,
continuously scan all existing accounts to ensure that no account is held by or linked to any
of the entitics or individuals included in the list. Full details of accounts bearing resemblance
with any of the individuals/entities in the list should immediately be intimated to SEBI and
FIU-IND.

a) Customer identification and verification depending on nature /status of the
customer and kind of transactions that are expected by the customer. Also, at the
time of commencement of an account-based relationship. identify its clients.
verify their identity and obtain information on the purpose and intended nature of
the business relationship.

One certified copy ol an ~officially valid document’(OVD) containing details of
his identity and address. one recent photograph and such other documents

including in respect of the nature of business and financial status of the client,
OVD includes:

I ['he passport.

i, the driving license.
. proof ol possession ol AAadhar number.

iv.  the Voter's Identity Card issued by Election Commission of India.
v. jobcardissued by NREGA duly signed by an officer of the State




\ Transaction of an amount equal to or exceeding rupees fifty thousand. whether

conducted as a single transaction or several transactions that appear to be connected
or
ii.  Any international money transfer operations.

(1 A) ldentify the beneficial owner and take all reasonable steps to verily his identity

(1 B) Ongoing due diligence with respect to the business relationship with every client and
closely examine the transactions in order to ensure that the same is consistent \\'ith' knowledge
of the customer. his business and risk profile. N

(1 C) Member shall keep any anonymous account or account in fictitious names
Reliance on third party for carrying out Client Due Diligence (CDD)

We may rely ona third party for the purpose of

a) Identification and verification of the identity of a client and
b) Determination of whether the client is acting on behalf of a beneficial owner

identification of the beneficial owner and verification of the identity of the
beneficial owner. s

Provided such third party shall be regulated, supervised or monitored for. and have measures
in place for compliance with CDD and record-keeping requirements in line with the
obligations under the PMI. Act.

Such reliance shall be subject to the conditions that are specified in Rule 9 (2) of the PMI
Rules and shall be in accordance with the regulations and circulars/ guidelines issued by
SEBI from time to time.

2. FOR EXISTING CLIENTS PROCESSES INCLUDE:

a) Review of KYC details of all the existing active clients in context to the PMLA 2002
requirements.

b) Classification of clients into high, medium or low risk categories based on KYC
details, trading activity etc for closer monitoring of high risk categories.

¢) Obtaining of annual financial statements from all clients. particularly those in high
risk categories.

d) In case of non individuals client additional information about the directors. partners,
dominant promoters. and major sharcholders is obtained.

WRITTEN ANTI MONEY LAUNDERING PROCEDURES:

Flach registered intermediary shall adopt written procedures to implement the anti money
laundering provisions as envisaged under the PMLA. Such procedures shall include inter alia.
the following three specific parameters which are related to the overall “Client Due

Diligence™

RISK BASED APPROACH

Client Categorization:




Where the client profile of the person/s opening the account, according to the
perception of the branch is uncertain and/or doubtful/dubious.

. Clients having close family shareholdings or beneficial ownership.
Clients whose cheques have been dishonoured 3 times or more in the last 30 days.
L]

Low Risk Clients:

: 3 th) and entitie se identities an ces of we

Individuals (other than High Net W01lth) ar?d entities whose identities and sources of wealth
b ily identified and transactions in whose accounts by and large conform to the

5 > ecasily - : :

an o ['l-l and their financials declared be categorized as low risk. Also who makes

2 wn profe < 5 .

o lelivery in time and follow the norms established by regulators and comp

- ‘nt/delvery

pay mel

any. The
; _ s of Jow risk clients could be salaried employees whose sal
. L o ‘,\,‘.HTIPILN UI IU

illustrative ¢

ary structures
Il defined. people belonging to lower cconomic level of the socicty whose accounts
are We e = = = .‘

alx 1 balances and low turnover. Government Departments and Government owned
show smd g

ies. regulators and statutory bodies etc. In such cases, only the basic requirements of
anies. ) . ;

COIT}g ine the identity and location of the client shall be met.
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CLIENTS OF SPECIAL CATEGORY (CSC)

AL will always identify clients of special category which i‘nClL.ldeS Instilutis)nal. N'RI. High
S’t ;NOFIh clients, Trusts. Charities. Non-Government Organization, Cc?mpafuesj having close
o , shareholdings. politically exposed persons. Companies offering foreign exchange
ta\nﬁﬂ_)w ° *lients residing in high risk countries or countries active in narcotics productions
O:Llel]l\];i T‘ql(?c l‘() l'zlm.‘c clients and clients with dubious reputation as per public information
etc, £

available.

Procedure for freezing of funds, financial assets or economic resources or related
services

Under section STA of Unlawful Activities (Prevention) Act. 1967, the Central Government is
empowered to freeze. seize or attach funds and other financial assets or economic resources
held by. on behalf of, or at the direction of the individuals or entities listed in the Schedule to
the Order. or any other person engaged in or suspected to be engaged in terrorism. The
Government is also further empowered to prohibit any individual or entity from making any
funds. financial assets or economic resources or related services available for the benefit of
the individuals or entities listed in the Schedule to the Order or any other person engaged in
or suspeeted to be engaged in terrorism.

In case. the results of the verification indicate that the propertics are owned by or held for the

benelit of the designated individuals/cntitics. an order 1o [reeze these assets under section
SIA of the UAPA would be issued within 24 hours of such verification and conveyed
electronically to the concerned depository under intimation to SEBI and FIU-IND and on
receipt of this information after verification. Ajmer

a Associates Ltd. shall act immediately on
the same.




compliance with the directives. Lach original document shall be seen prior to acceptance
ol a copy.

{. Failure by prospective client to provide satisfactory evidence of identity shall be noted
and reported to the higher authority within the intermediary .

. E-mail ID provided by the Client shall be verified by sending test mail and if e-mail is not
delivered or bounced, correct e-mail ID shall be obtained from the client.

h. Phone number provided by the Client shall be verified by calling on that number to verify
whether phone number belongs to Client. If phone number is incorrect or does not belong
to client correct phone number shall be obtained. o

i. Identification of Beneficial Owner

The Member shall take reasonable measures to identify the beneficial owner(s) and verify
his/her/their identity in a manner so that it is satisfied that it knows who the bcncﬁciz{]
owner(s) is/are.

Further. SEBI Vide its circular no. CIR/MIRSD/2/2013 dated 24/01/2013 has provided
guidelines for identification ol Beneficial Ownership. Accordingly following guidelines shall
be adhered while opening account of non-individual clients.

i For Clients other than Individuals or Trusts:
].e. Company, partnership or unincorporated association/body of individuals

In this type of category. Member should identify beneficial ownership and verify the identity
of such person through following information.

1. ldentification of Natural persons who has a controlling ownership interest

a. In Case of Company -2 Ownership/Entitlement of more than 25% of Shares or Capital or
Profits

b. In case of Partnership a Ownership/Entitlement of more than 15% of Capital or Profits

¢ 1In case of Unincorporated association or body of individual - Ownership/Entitlement of
more than 15% of property or Capital or Profits

P In case where there exist doubt under above identification point 1. regarding
controlling ownership, member shall identify control through means Viz.

a. Voting Rights
b. Agreements
c¢. Arrangements or any other manner

3. If, No person is identified under above identification Point 1 & 2. the identity of the
relevant natural person who holds the position of senior managing official.

ii.  For Client which is a Trust:

In case of Trust. Member shall identify beneficial ow nership through

: I'he identity of settler of Trust
° The Trustee
e The Protector

. The Beneficiaries with 15% or more interest in trust



In case of transactions where any in
the case of transactions which have
records shall be maintained till the :
(a) All cash transactions of the value of more
or its equivalent in foreign currency: (b)
cach other which have b
only) or its equiv
within a month and the mnnlhl)' aggreg
|.akhs only) or its cquivalent in f
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RETENTION OF RECORDS

The records of docu

vestigations by any authority has been commenced and in
been the subject of suspicious transaction reporting all the
authority informs of closure of the case. More specifically
than Rs. 10.00.000/- (Rupees Ten Lakhs only)
all series of cash transactions integrally connected to
cen individually valued below Rs. 10.00.000/- (Rupees len lakhs
alent in foreign currency where such scries ol l‘l'ansuclipm have taken pla‘cc
orceate exceeds an amount of Rs. 10.00.000/- (Rupees Ten
Grcigﬂ currency: (¢) All cash transactions were forged or
s or bank notes have been used as genuine or where any forgery of a
jocument has taken place [acilitating the transactions: (d) All
hether or not made in cash and by way of as mentioned in the Rules.

ments shall be maintained and preserve evidencing the identity of the

lients and beneficial owners as well as account files and business correspondence shall be
zlien s o " . .

; intained and preserved for minimum period as prescribed by PMLA and SEBI Act.
mal

Records relating o ongoing investigations to be retained after the business relationship

between a client

and shave ended or the account has been closed. whichever is later.

Records of information reported to the Director. I-’inunsial‘ lnwllligenl Unit- India (FI'U —
IND): shall be maintained and to be preserve the record of mto'rmalmn {'c[ulcd to transactions.
whether attempted or executed. which are rcpn.ricd Lo [h.c Director. I:lU— IND. as required
under Rules 7 & 8 of the PML Rules. for a minimum period as presceribed under PMILA and

SEBI Act from the date of the transaction between the client and the intermediary.

TRANSACTION  MONITORING AND  REPORTING OF SUSPICIOUS

TRANSACTIONS

1. All suspicious transactions will be reported to FIU. Member and its employees shall
keep the fact of furnishing information in respect of transactions referred to in clause

(D) of sub-rule (1) of rule 3 strictly confidential.

o

The background including all documents/ottice records /memorandums/clarifications

sought pertaining to such transactions and purposc thereof shall also be examined
carcfully and findings shall be recorded in writing. Further such findings. records and
related documents should be made available to auditors and also to SEBI /Stock
Exchanges/FIU-IND/Other relevant Authorities. during audit. inspection or as and

when required. These records are required to be preserved for five years as is required

under PMILA 2002,

(S

The Principal Officer and related stafl members shall have timely acceess to customer

identification data and other CDD information. transaction records and other relevant
information. The Principal Officer shall have access to and be able to report to senior

management above his/her next reporting level or the Board of Directors.

ON GOING TRAINING TO EMPLOYEES

I Importance of PMLA Act & its requirement to employees through training.

.




assessment shall be documented. updated regularly and made available to competent

authoritics and self-regulating bodies. as and when required.

AUDIT AND TESTING OF ANTI MONEY LAUNDERING PROGRAM

The Anti Money Laundering program is subject to periodic audit. specifically with regard to
testing its adequacy to meet the compliance requirements. The audit/testing is conducted by
Trading Member’s own personnel not involved in framing or implementing the AMIL
program. The report of such an audit/testing is placed for maki;{u suitable
modifications/improvements in the AML program. )

AADHAR NUMBER UPDATION

Where the client is an Individual. who is eligible to be enrolled for an Aadhar number.
he shall submit Aadhar number issued by the Unique Tdentification Authority of India
or where an Aadhar number has not been assigned. prool of application towards
enrolment for Aadhar shall be submitted.

Where the client is Company. it shall submit, Aadhar numbers issued to managers,
officers or employees holding an attorney to transact on the company’s behalf or
where an Aadhar number has not been assigned. proof of application towards
enrolment for Aadhar shall be submitted.

Where the client is a Partnership Firm. it shall submit Aadhar numbers issued to the
person holding an attorney to transact on its behalf or where an Aadhar number has
not been assigned, proof of application towards enrolment for Aadhar shall be
submitted.

Where the client is a Trust. it shall submit Aadhar numbers issued to the person
holding an attorney to transact on its behalf or where Aadhar number has not been
assigned. proof of application towards enrolment for Aadhar shall be submitted.
Where the client is an Unincorporated Association or a Body of Individuals. it shall
submit Aadhar numbers issued to the person holding. an attorney to transact on its
behalf or where Aadhar number has not been assigned. prool of application towards
enrolment for Aadhar shall be submitted.

Upon receipt of Aadhar. Member shall carry out authentication using either

l. e-KYC authentication facility or
2. Yes/No authentication facility provided by Unique Identification Authority of
India.

“In case the client. eligible to be enrolled for Aadhar does not submit the Aadhar
number at the time of commencement of an account-based relationship the client shall
submit the same within a period of six months from the date of the commencement of
the account-based relationship.




PRINCIPAL OFFICER

The company has designated  the Principal  Officer who shall be responsible  for

implementation and compliance of this policy shall include the following:

4 Compliance of the provisions of the PMLA and AML Guidelines
Monitoring the implementation of Anti Money lLaundering (AML) and Combating
L] g 4 - '
IFinancing of Terrorism (CFT) Policy - |
chorliné of Transactions and sharing of information as required under the law
Ensuring submission of periodical reports 1o Top Management. The report shall

mention if any suspicious transactions are being looked into by the respective

business groups and if any reporting is to be made to the authorities.

Fﬁsurc 1l;zu it discharges its legal obligation to report suspicious transactions to the
L] e o

concerned authorities.

DESIGNATED DIRECTOR

“Designated Director” means a person designated’by the Boarc_i of Directors to ensure over all
compliance with the obligations imposed under The PI'C‘VGHUO.H of Money Laundering Act,
2002 and the Rules framed there under. as amended from time to time, and include the
Managing Director or d Whole-time Di.reclor duly aulhorin.:d by the Board of Directors. The
Company shall appoint a Designated Director and communicate the details of the Designated
Director, such as. name, designation and address to the Office of the Director, FIU-IND and
update the same whenever there is any change.

REVIEW AND AMENDMENT

This policy of the company is reviewed once in a financial year. In case of regulatory change
in between then it is reviewed and updated o comply with the new regulatory order &
puidance within the time frame specified by the regulators.

{4

Details of Desigrated Ofticer(s)

Principal Officer: Designated Director: Mr. Ashish Ajmera
Prepared by: Principal Officer
Reviewed by: Designated Director

Reviewed on: 01st February. 2024




